Disasters happen from time to time all over the world. Companies face man-made and natural disasters that threaten to interrupt main business activities. Many Small businesses do not open after a disaster. Business continuity management is used to help companies respond to any unprecedented event timely and effectively. The study's objective includes examining the preparation and readiness of small hotels for any potential disaster; examine the critical components of effective Business continuity management and the impact of disaster preparedness on business continuity. Data were collected from primary sources using a structured questionnaire. The target respondents were hotels, guest houses, and one & two-star hotels in Lagos, Nigeria. Data were collected from 150 respondents, and only 140 were viable and analyzed using SPSS and Excel. The majority of the respondents were hotels, and most have been in business for over 5 years. The study shows that prevention strategies popularly put in place by these institutions were against fire, burglary, and local political instability. They seem to be laidback regarding risks such as floods, storms & lightning, and acts of terrorism. Risk assessment efforts were also seen to be directed towards risks such as fire, pandemic, and labour dispute/political instability. Risks such as a pandemic, acts of terrorism and flood, storm & lightning were seen not to receive much attention.
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recognized continuity plan is described in the Bible (Book of Genesis) when Noah built Ark for himself, his wife, sons, and wives for many animal species. The task for the survivors of the Ark was to continue life on earth. Noah's Ark itself is an example of a plan used to mitigate the effects of disaster (Flood) and to guarantee continuity of man and animals (Filipović et al., 2017). Like any other organization, hotels are confronted by the continuous risk of disruptions from factors beyond their control.

Business continuity management began from Disaster Recovery Planning (DRP) principles that started in the 1950s and 1960s when companies store backup media copies of their critical information, paper or electronic, at alternate sites (Bakar, 2015). Business continuity planning is a segment of business continuity management, while Business continuity planning involves allocating resources and time, decision making, and sequencing of activities. BCM encompasses disaster recovery, crisis management, business recovery, emergency management, incident management, contingency planning, and product recall (ILO, 2012). BCP is a process used to create and validate plans to maintain continuous operations before, during, and after a disaster or disturbing events (Yusrida & Apol, 2018). BCP is an essential part of BCM and is a process that can be used to minimize the negative impact of business interruptions caused by internal and external factors (Ali Asgary, 2011). Business continuity plan and business continuity management are used interchangeably in this article.

**Statement of Problem**

Disaster can lead to loss of lives, property destruction of equipment, standstill of business operations. According to the Insurance Information Institute, only 26% of SMEs have a disaster plan. Forty percent of SMEs never continue after a disaster, and 75% of SMEs do not have a disaster plan (Dushie, 2014). Inadequate information, lack of staff, perception of high cost, low priority, and apathy are responsible for the reasons why many firms fail to plan for a disaster (Dushie, 2014). Despite the increased organizational awareness of the benefits and impact of business continuity management, its adoption and implementation by organizations can still be found at an incipient level (Păunescu & Argatu, 2020). Statistics have revealed that about seventy-five percent of businesses without a BCP will fail within three years after a disaster or crisis strikes (Cook, 2015). Organizations are increasingly facing various types of disruptions that could occur individually or simultaneously (Sahebjamnia, Torabi, & Mansouri, 2014). Compared with many large firms with BCPs in place, SMEs often lack the time and money to invest in their BCPs (Wong, & Goh, 2015). SME disasters include utility failure, essential equipment, flooding/fire, regulatory/legal action, defective products, people issues such as resignations, illness/maternity leave, bomb/terrorism threat, denial of access to premises (Wong, & Goh, 2015). Downtime period may affect revenue, branding customer loyalty, corporate reputation, regulatory compliance, and employee productivity (Bakar, 2015).

**Research Objectives**

The objective of this paper is to examine the critical components of an effective BCM and determine its essential functions, which are vital to maintaining the organization's essential business operations. Also, to assess the level of preparedness of SMEs for BCP after a disaster. For this purpose, a questionnaire-based survey has been conducted in Lagos, Nigeria, on SME hotels and guest houses. Multiple regression has been employed to analyze and discuss the results.

**Conceptual Framework**

Hotels can be classified in several ways in Nigeria, ranging from five-star hotels to traditional guesthouses, motels, luxury hotels, medium-class hotels, and small-sized hotels. For this study, only guesthouses, motels, and small size hotels are classified as:

- **One star Hotel**
  All rooms are equipped with a washbasin, at least one bathroom for every ten rooms, access to a public telephone, and breakfast service. Also, Guests can come and go at any time of the day or night.

- **Two Star Hotel**
  In addition to the one-star facilities, there is a public telephone or telephone booth where guests can speak in privacy, a bar or services counter for light refreshments, as well as a dining room where breakfast and other meals are usually served. The rooms may be equipped with a private bathroom, but this is not mandatory.

**Theoretical Framework**

**Chaos Theory**

It is difficult to predict the outcome of the behavior of firms and industries, mainly because there is a lack of theoretical tools (Levy, 1994). Chaos theory was initially developed concerning the physical sciences; Butler (1990) and Radzicki (1990), among others, have noted that over time, economic, social, and ecological systems also tend to be characterized by complex interactions and non-linear relationships that evolve dynamically (Levy, 1994). The theory is well accustomed to the modeling and study of unstable dynamical behaviours, it assists in detecting and extracting the deterministic constituents underlying the dynamical behavior, and as a consequence, it can be a powerful approach to examine dynamics that are highly sensitive to the aforementioned conditions and to spot chaos (Mangiarotti et al., 2020).
Chaos theory is a worldwide modeling technique (Mangiarotti et al., 2012). The theory is used as a modeling approach to model the Covid-19 epidemic in Asia (China, Japan & South Korea) and then produce situations for 14 other countries (Mangiarotti et al., 2020). The theory has led to an understanding of both the nonlinearity of the world in which we live and of the functional aspects of instability as a means for adapting to new situations. Disaster and emergencies typify the nonlinearity of human events; they produce three different types of behaviours: convergence to stability or equilibrium, stable oscillation, and chaos, and hence require management practices and fluid and dynamic strategies (Dushie, 2014).

The theory of Planned Behaviour

The theory of planned behavior (TPB) is an extension of the theory of reasoned action (Ajzen & Fishbein, 1980). A central factor in the TPB is the individual’s intention to carry out a given behavior. Intentions are presumed to consider the motivational factors that influence behavior; they are signs of how serious people are offering to attempt and how much effort they are willing to put in and perform the behavior (Ajzen, 1991). The TPB has become one of the most commonly cited and influential models for predicting human social behavior (Ajzen, 1991). When the theory of planned behavior constructs is carefully assessed, they contain random measurement errors (Ajzen, 2011). In their study, Kor and Mullan (2011) showed that intentions are sometimes poor in predicting how people will behave even over relatively short periods. The theory of planned behavior (TPB) predicts an individual intends to engage in the behavior at a specific time and place. The TPB shows that individual behavior is driven by behavior intentions, where behavior intentions are a function of three determinants: an individual's attitude toward behavior, subjective norms, and perceived behavioral control (Ajzen, 1985). Behavioral intention represents a person's motivation in the sense of their conscious plan or decision to perform certain behavior (Conner & Armitage, 1998). Perceived behavior control increases when individuals perceive they have more resources and confidence (Ajzen, 2011).

What is Business Continuity Management?

"BCM is a full management process that identifies impacts that serves as a threat to a firm, and provides a framework for building resilience and the capacity for an efficient response that safeguards the interests of its major stakeholders, brand value-creating activities and reputation.” Stakeholders are the employees, customers, investors, suppliers, and the communities in which an organization operates (Zapłata, 2016). According to International Standard ISO 22301 (2019), Business continuity can be defined as the organization's capability to continue delivering its products or services at acceptable predefined levels following a disruptive event, either natural or deliberate. BCM is a holistic management method that identifies the possible risks and threats to an organization and the impact that those disruptions, if materialized, might have upon its business operations (Fishbacher-Smith, 2017). According to Hill and Burgess (2003), there are two approaches to BCM: the crisis management approach and the risk management approach. The crisis management approach concerns all organizational processes and the individuality of each organization, business interruptions that have social and technical characteristics, resilience can be built through procedures and processes, organizations can be responsible for their failures, and that a disaster can have an impact on stakeholders inside and outside the organization. The risk management approach is centered on the five A’s” of risk management: risk assessment, risk acceptance or rejection, risk avoidance, reduction or transfer, analysis of performance gaps, act to improve (Dahlberg & Guay, 2015).

BCM is a process that enterprises can implement to ensure a pre-setup plan of continuity of operations after a crisis strikes (ILO, 2012). BCM means developing a strategy focusing on prevention, preparation, response, and recovery for business disruptions such as disasters, crises, and other business disruptions (Bakar, Aziyab Yaacob & Udin, 2015). A business continuity plan is a process designed to assist organizations in identifying critical applications and endorsing policies, procedures, processes, and plans to ensure the continuation of these functions in case of a natural or human-made disaster. Business continuity management refers to the capability of an organization to continue the delivery of products or services at acceptable levels following a disruptive incident (Godfrey, 2019).

Risk identification and mitigation are essential elements for managing business continuity (Mcknight & Linnenluecke, 2016). Many organizations and companies are preparing a business continuity plan (BCP) to continue or resume the business operation even though it is affected by the outbreak of such incidents as natural disasters, accidents, and infectious diseases (Takehiro, & Jingye, 2016). In the process of BCP formulation, a business impact analysis (BIA) is conducted in the first place, where targets, activities, and impacts related to business continuity are clarified. Subsequent risks are identified then, systems and facilities on which restoration priorities should be placed are selected, and restoration procedures are designed (Takehiro, & Jingye, 2016).

BCM initiatives should be inclined towards critical business processes (Barlow, 2021). Business continuity is a vital management procedure that aims to maintain and rapidly recover an organization's major business functions in the case of serious incidents (Krell, 2006). BCM is a management process to ensure
critical business functions in an organization after a business interruption (Gallagher, 2009). BCP involves the identification of significant risks of business interruption (ii) development of a business continuity plan to reduce or mitigate the effect of the identified risk and (iii) train employees and test the plan to ensure that it is effective (Krell, 2006 ). ENISA (2010) approach to BCM involves selecting risk profiles, identifying critical Assets, selection control and implementation, and management.

Importance of Business Continuity Management/Planning

Business continuity planning minimizes long-term negative effects, assists in recovery from disruptions, and develops resiliency for future disruptions (Komgova, & Fejfar, 2013). BCP benefits include minimizing or preventing loss of customers, reducing loss of profits, prevention of increased costs, and helping to identify business opportunities despite disruption (Jorrigala, 2017). From the experience of the Bank of New York and Morgan Stanley, there is evidence that organizations that implement Business continuity planning recovered sooner than expected after the terrorist attacks of 11 September 2001 (Ernst-Jones, 2005; Elliott, Swartz, & Herbane, 2010). The BCM also helps an organization deliver its goods and services at the minimum time possible after a disaster (Alves & Gomes de Almeida, 2015). Companies that identify and manage risks and vulnerabilities properly and communicate the effectiveness of their efforts to their key stakeholders can boost financial performance and protect the value their businesses create, leading to gaining more competitive advantage (Mohamed Shaluf, 2007). BCM helps prevent, mitigate, respond to and recover from actual disruptions (Gupta, Starr, Farahani & Matinrad, 2016).

According to the previous research (Wong, 2009), the companies that implement BCM get an edge over their competitors in resiliency. BCM is vital to continuous business operations (Mwaiwa & Odiya, 2015). Disasters provide a significant boost to BCM by giving companies experiences to plan and be ready for any eventuality.

James (2014) notes that business continuity maintains and improves continuity of operations and service offering by ensuring and maintaining that the organization has in place an effective and efficient response to unexpected incidences or scenarios, which helps in minimizing and mitigating impact on the organization in terms of exposure to risks and unexpected occurrences through the provision of protective services, faster decision making and being in a position to identify any impacts of operational disruptions. Business continuity helps build customer confidence and loyalty as clients become confident about organizational products and services when they realize organizational capability, especially when other organizations fail to deliver on their product offerings in times of uncertainty and disruptions (Childs & Dietrich, 2002). BCM encompasses both preventive and corrective methods and techniques to organizational risk management through business continuity and recovery planning. Elliott et al., 2010) note that organizational challenges can best be managed through proactive planning and preparation during times of unpredictable risk. As such, the senior management should be proactively involved. Zawya (2009) alludes to the need for a clear corporate culture suitable for managing and aiding in times of disaster and crises. Woodman and Hutchings (2010) note that all organizations, irrespective of their sizes, should design and implement BCM. Gallagher (2003) also noted that it is not only the large organizations that should be concerned with business continuity but even small organizations that equally have the pressure from both shareholders and customers to expand their business operations.

BCM provides a competitive advantage by identifying business exposures to threats and disruptions and strategically provides plans for effective prevention and recovery for the organization. Corporate image and reputation, shareholder confidence, uninterrupted supply chain, and customer confidence/loyalty are key elements in increasing competitive advantages while increasing market share (Elliott et al., 2010).

Firms that incorporate BCM in their strategic management could gain distinctive competencies over their competitors in terms of operational resilience, including swift retrieval of vital business functions at an agreed time while reducing the adverse impacts to their value and reputation (Bakar, 2015). BCM plays a very important role in ensuring an organization’s survival ability and to remain competitive (Bakar, Aziya Yaacob & Udin, 2015). BCM could play an essential role in optimizing organizational performance ((Bakar, Aziya Yaacob & Udin, 2015). BCM enhances organizational performance (Sawalha, 2013).

BCM has a positive effect on several non-financial performance indicators like quality, effectiveness, efficiency, innovation, quality of work-life, and productivity (Sawalha, 2013). Senior management must take responsibility for BCM (Fischbacher-Smith, 2017; Järveläinen, 2013).

Challenges of Business Continuity Management

BCM has a weakness of not being holistic in approach when analyzing the organization and a lack of clear understanding of the responsibilities of the BCP (Königová, & Fejfar, 2013). Business continuity is still not widely understood among SMEs; many mistake it to emergency reaction or disaster recovery on information technology. Even those who have heard of business continuity may see no relevance to themselves (Wong,
There are many obstacles to the execution of BCM by SMEs. They include a lack of appreciation of the importance of business continuity, the development processes involved, and the maintenance activities needed to sustain the program. Many SMEs see BCM as beyond their planning capacity, underestimate the impact of BCM and that business can survive financially, and customers will accept lack of service during a period of disruption, lack of manpower, and inability to afford the time to put the BCP in place, some SMEs believe that they can manage disruptions when it happens. There is no need for preplanning, not prioritizing BCP, too expensive to implement, lack of experience sharing by BCM professionals outside large corporations, too complicated process, and no provision for step by step process (Wong, & Goh, 2015).

Content of Business Continuity Plan

The content of a typical BCP may include the following among others: the objectives of the document, Business disruption scenarios, plan distribution list, definition of key terms, list of potential risks (natural and man-made), risk assessment table, preventive control in place for the identified potential emergencies, business impact analysis (BIA), identification of the company critical business processes (department by department), incidence response plan consisting of plan activation incident response team, contact list of key staff (names, position, address, phone number), recovery plan, recovery action within the first two weeks depending on the incidents, and departments affected, list of critical suppliers, fire station, arrangement for hot sites/warm sites/cold sites, test, evaluation and update schedule of the BCP.

Importance of Small Business

SMEs are significant contributors to economies of the developed and developing countries in terms of contribution to the creation of employment, the Gross domestic product, wealth redistribution, check on rural-urban drift et al. (Zou et al., 2021). SMEs constitute 90% of the world's businesses and provide more than 50% employment (Zou et al., 2021). SMEs play a significant role in the growth and development of the economy of all countries (Maneesha, 2020). SMEs assist the larger economy of a country by retaining much of the money derived from the business in the same locality, bolstering big companies by producing components and accessories for them, and increasing people's purchasing power (Maneesha, 2020). SMEs function as a catalyst to the larger economy. SMEs are defined by indicators such as profits, market position, total capital, turnover, and the number of employees (Omogunloye & Ayeni, 2012).

According to Asikhia and Naidoo (2020), the MSMEs are the growth engine of any economy, contributing to its development, job creation, and export. The world Bank remarked that MSMEs represent about 90% of businesses and more than 50% of employment worldwide. Formal SMEs contribute up to 40% of National income in emerging economies. The latest SMEDAN/NBS MSME survey shows Nigeria's SMEs contribute nearly 50% of the country's GDP and account for over 80% of employment. Nevertheless, the sector is not living up to expectations due to challenges that impact the nation's growth (Asikhia, & Naidoo, 2020). As of 2017, 41.5m MSMEs were registered in Nigeria, with Lagos state having the highest number of enterprises, while accommodation and food services accounted for 5.7% of all MSME businesses in Nigeria. (NBS/SMEDAN National Survey, 2017).

Hospitality Industry in Nigeria

The hospitality industry has come up in stages in Nigeria. The government began catering guest houses in the 1920s. In the 1950s, other catering guest houses across the country were established, which marked the start of what turned out to form the core of the formal hospitality industry in Nigeria in later years (Abomeh 2012). Abomeh (2012) further elucidated that hospitality businesses that started in the early years of Nigeria were set up and managed by the government and located at very important railway termini, seaports, or regional capitals, and important towns. The introduction of different institutions such as staff canteens, hotels, guest houses, and staff clubs form the most important developmental

Stage of the industry in Nigeria

Hospitality is a customer-driven industry. It consists of hotels, restaurants, travel, tourism et al. (Diminyi et al., 2020). The hotel industry has played a key role in diversifying Nigeria's economy (Diminyi et al., 2020). Customer retention is very important in the hospitality industry.

There is great importance attached to loyalty over the past few years, especially within the hospitality industry due to increased competition in the industry and recognizing that it is cheaper and profitable to retain customers than making new ones (Diminyi et al., 2020). The hospitality industry relies on regular and repeats visits for its survival (Diminyi et al., 2020). Hotels are generally classified by the quality of their standard and levels of services provided to their customer (Fittkau & Jockwer, 2008). Hotels are rated considering the grade from 1 star to in most cases, five stars and could be rated higher depending on the number of rooms, amenities, structure, and size (Hensens, 2015). Part of what affects a customer's perception and loyalty is BCM in place in business disruption.

Customers' emotional judgments about the hotel are what will determine whether they will return to get the services again or not (Chang, 2010).

The hospitality industry is the livewire of the tourism business. It has been recognized as one of the...
key sectors that invigorate the economy's growth worldwide (Ladipo, Rahim, Oguntoyibo & Okikiola, 2016). A hotel is a hospitality setting built either by an individual or state or by the Federal Government to provide proper accommodation and other ancillary services to guests (Salami, 2008). Omogunloye and Ayeni (2012) aptly describe Lagos as one of the most regularly visited cities in Nigeria and Africa in general. This is because Lagos is the business capital of Nigeria and one of the most developed cities in Africa. The hotel industry in Lagos seems profitable, and its revenues and customer loyalty are dictated by the standards of hotels and geographical factors such as proximity to local and international airports and service centres, such as markets, restaurants, and social centers such as churches and mosques. According to the findings of Samson and Timothy (2014), the Nigerian hospitality industry has contributed significantly to the socio-economic growth of the nation. The hospitality industry has shown strength in human capital and structural growth (Ajake, 2015). The Nigerian tourism sector directly contributed N1.56 billion and 1.7 percent to the GDP (National Bureau of Statistics, 2015). It is predicted that the hospitality industry will cause a 2.4 percent growth in GDP by mid-2015 and will rise by 5.8 percent per annum in 10 years. According to Sanni (2009), there is a positive correlation between the hospitality industry and the Nigerian economy. According to Omogunloye & Ayeni, 2012 hotels can be classified as follows using different criteria. Classification based on amenities, classification based on location, classification based on the size of the property, classification based on the kind of service, classification based on the length of stay, classification based on the theme, and classification based on the target market.

METHODOLOGY

Questionnaires designed to obtain information on Business Continuity Management for SMEs were distributed amongst motels, guest houses, and hotels (one and two-star) in Lagos, Nigeria. The questionnaire was divided into two main sections. Section A contains information about the respondents, while section B includes information on the study. One hundred and fifty (150) questionnaires were distributed; however, 140 viable questionnaires were analyzed. The questionnaire was formulated using a Likert scale ranging from Little Extent (1) to Great Extent (5) to provide information on the study.

RESULTS

<table>
<thead>
<tr>
<th>Table-1: Characteristics of Respondents</th>
</tr>
</thead>
<tbody>
<tr>
<td>Characteristic</td>
</tr>
<tr>
<td>Classification</td>
</tr>
<tr>
<td>Guesthouse</td>
</tr>
<tr>
<td>Hotel</td>
</tr>
<tr>
<td>Motel</td>
</tr>
<tr>
<td>Years In Business</td>
</tr>
<tr>
<td>1 – 5</td>
</tr>
<tr>
<td>6 – 10</td>
</tr>
<tr>
<td>11 – 15</td>
</tr>
<tr>
<td>16 – 20</td>
</tr>
<tr>
<td>&gt;20 years</td>
</tr>
<tr>
<td>NAN</td>
</tr>
<tr>
<td>Accommodation Units</td>
</tr>
<tr>
<td>1 – 10</td>
</tr>
<tr>
<td>11 – 20</td>
</tr>
<tr>
<td>21 – 30</td>
</tr>
<tr>
<td>31 – 40</td>
</tr>
<tr>
<td>NAN</td>
</tr>
<tr>
<td>Management Level</td>
</tr>
<tr>
<td>Top Management</td>
</tr>
<tr>
<td>Middle Management</td>
</tr>
<tr>
<td>Lower Management</td>
</tr>
<tr>
<td>Working Experience</td>
</tr>
<tr>
<td>Less than five years</td>
</tr>
<tr>
<td>6 – 10 years</td>
</tr>
<tr>
<td>11 – 15 years</td>
</tr>
<tr>
<td>&gt; 15 years</td>
</tr>
<tr>
<td>Total</td>
</tr>
</tbody>
</table>
The table above shows the characteristics of the SME hotels/guest houses/motels interviewed in Lagos. Data were collected from 140 businesses in this category. The majority of them were hotels (65%), followed by Guesthouses (21%) and Motels (14%). The majority of the hospitality organizations (47%) had been in business for 6 to 10 years, 31% had been in business for 11 to 15 years, 10% had been in business for 16 to 20 years, 7% had been in business for 1 to 5 years, while only 1% had been in business for over 20 years. Regarding the number of accommodation units of each organization, most (41%) had 21 to 30 accommodation units, 35% had 11 to 20 units, 15% had 1 to 10 units, while 7% had 31 to 40 units. Most of the respondents were of lower management level (81%), followed by middle management with 17% and top management with 1%. When asked their years of working experience, the majority (55%) said they had 6-10 years of work experience, followed by those with less than five years working experience (37%), those with 11 to 15 years experience (8%), while none of the respondents had greater than 15 years work experience.

### Table-2: Potential Risks that can disrupt business

<table>
<thead>
<tr>
<th>S/N</th>
<th>VARIABLE</th>
<th>MEAN</th>
<th>STD DEVIATION</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>Flood</td>
<td>1.00</td>
<td>0.00</td>
</tr>
<tr>
<td>2</td>
<td>Storm &amp; Lighting</td>
<td>1.09</td>
<td>0.36</td>
</tr>
<tr>
<td>3</td>
<td>Epidemic/Pandemic</td>
<td>3.32</td>
<td>1.06</td>
</tr>
<tr>
<td>1</td>
<td>Fire</td>
<td>3.88</td>
<td>0.57</td>
</tr>
<tr>
<td>2</td>
<td>Burglary</td>
<td>3.85</td>
<td>0.67</td>
</tr>
<tr>
<td>3</td>
<td>Utility outage</td>
<td>3.77</td>
<td>0.73</td>
</tr>
<tr>
<td>4</td>
<td>Hardware failure</td>
<td>3.67</td>
<td>0.75</td>
</tr>
<tr>
<td>5</td>
<td>Loss of key personnel</td>
<td>3.52</td>
<td>0.73</td>
</tr>
<tr>
<td>6</td>
<td>Internet failure</td>
<td>3.22</td>
<td>1.03</td>
</tr>
<tr>
<td>7</td>
<td>Acts of terrorism</td>
<td>1.40</td>
<td>0.99</td>
</tr>
<tr>
<td>8</td>
<td>Labour Disputes</td>
<td>3.51</td>
<td>1.00</td>
</tr>
<tr>
<td>9</td>
<td>Local Political Instability</td>
<td>3.84</td>
<td>0.59</td>
</tr>
</tbody>
</table>

The respondents were asked to rank the extent to which their organization has put in place prevention strategies against potential risks that can disrupt business. Results from analysis of their responses showed means ranging from 1.00 to 3.88 with a standard deviation between 0.00 and 1.06.

The variable "Fire" had the highest mean (3.88), followed by "Burglary" (3.85) and "Local political instability" (3.84). The variable "Flood" had the least mean (1.00), followed by "Storm & Lightning" (1.09) and "Acts of terrorism" (1.40).

### Table-3: Risk Assessment: Impact

<table>
<thead>
<tr>
<th>S/N</th>
<th>VARIABLE</th>
<th>MEAN</th>
<th>STD DEVIATION</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>Flood, storm &amp; lightning</td>
<td>1.22</td>
<td>0.55</td>
</tr>
<tr>
<td>2</td>
<td>Pandemic</td>
<td>3.93</td>
<td>0.80</td>
</tr>
<tr>
<td>3</td>
<td>Fire</td>
<td>4.01</td>
<td>0.70</td>
</tr>
<tr>
<td>4</td>
<td>Hardware failure</td>
<td>3.84</td>
<td>0.87</td>
</tr>
<tr>
<td>5</td>
<td>Act of terrorism</td>
<td>1.16</td>
<td>0.63</td>
</tr>
<tr>
<td>6</td>
<td>Burglary</td>
<td>3.78</td>
<td>0.84</td>
</tr>
<tr>
<td>7</td>
<td>Utility Outage</td>
<td>3.80</td>
<td>0.83</td>
</tr>
<tr>
<td>8</td>
<td>Loss of key personnel</td>
<td>3.61</td>
<td>0.79</td>
</tr>
<tr>
<td>9</td>
<td>Internet failure</td>
<td>3.16</td>
<td>0.94</td>
</tr>
<tr>
<td>10</td>
<td>Labour disputes/Political Instability</td>
<td>4.01</td>
<td>0.48</td>
</tr>
</tbody>
</table>

The respondents were asked to rank how their organization has put in place risk assessment regarding potential risks that can disrupt the business. Results from analysis of their responses showed means ranging from 1.16 to 4.01 with a standard deviation between 0.48 and 0.94.

The variables "Fire" and "Labour disputes/Political Instability" had the highest means (4.01), followed by "Pandemic" (3.93). The variable "Acts of terrorism" had the least mean (1.16), followed by "Flood, Storm & Lightning" (1.22).
The respondents were asked to rank the extent to which their organization has put in place risk assessment regarding the probability of potential risks occurring. Results from analysis of their responses showed means ranging from 1.05 to 3.58 with a standard deviation between 0.22 and 1.02.

The variable "Labour disputes/Political Instability" had the highest mean (3.58), followed by "Pandemic" (3.20). The variable "Flood, Storm & Lightning" had the least mean (1.05), followed by "Acts of terrorism" (1.22).

The respondents were asked to rank the extent to which their organization has put in place the prevention strategies as listed in Table 5 against potential risks. Their responses showed positive means ranging from 3.22 to 3.97 with a standard deviation between 0.59 and 1.04.

The statement "Defining detection and prevention procedures" had the highest mean (3.97), followed by "Training and empowering the employees on how to prevent and detect a crisis" (3.96). The statement "Investment in physical infrastructures such as water, sprinklers, smoke detection machines, fire, and bulletproof doors" had the least mean (3.22).

The respondents were asked to rank the extent to which their organization has put in place the correctional strategies as listed in Table 6 against potential risks. Their responses showed positive means ranging from 3.89 to 4.14 with a standard deviation between 0.58 and 0.66.

The statement "Restoration of services to customers" had the highest mean (4.11), followed by "Designing effective crisis communication and information systems" (3.83). The statement "Information of key staff" had the least mean (4.14).
The respondents were asked to rank the extent to which their organization has placed the correctional strategies as listed in Table 6. Their responses showed positive means ranging from 3.77 to 4.14 with a standard deviation between 0.52 and 0.87.

The statement "Information of key staff" had the highest mean (4.14), followed by "Restoration of services to customers" (4.11) and "Information of customers"(4.00). The statement "Forming crisis teams with the required resources and defining the participants' responsibilities" had the least mean (3.77).

DISCUSSION & CONCLUSION

The majority of the respondents were hotels, and most have been in business for over five years. In addition, the majority had more than ten accommodation units reflecting the business activity level of this population. The study shows that prevention strategies popularly put in place by these institutions were against fire, burglary, and local political instability. They seem to be laidback regarding risks such as floods, storms &lightning, and acts of terrorism.

Risk assessment efforts were also seen to be directed towards risks such as fire, pandemic, and labour dispute/political instability. Risks such as a pandemic, acts of terrorism and flood, storm & lightning were seen not to receive much attention.

The respondents' responses regarding strategies for business continuity showed that the businesses were more inclined to less monetary and informative methods.

The importance of BCM as a strategic tool for bailing organizations out of disaster cannot be overemphasized. SMEs need to overcome apathy to BCP. There is need to train staff on the concept. Senior management needs to take ownership of the BCP. Businesses need to prepare for the eventuality of disaster. SMEs need to carry out a risk assessment of their firms to assess areas of potential impacts in case of disaster. The BCM document should be made available to all-important staff of the organization.
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